
Resource 2: Learning Needs Assessment

LEARNING NEEDS ASSESSMENT

In order for us to focus the Workshop as far as possible on your needs, please fill in 
the following:

Please put an X in the relevant option

A: PLANS

1. Do you have a personal security plan?

Yes     Partly    No

Comment:

2. Does your organisation/network have a security plan for major risks faced?

Yes       Partly     No    Not applicable 

Comment:

B: CONTENT

Based on registration forms and discussions, we plan to cover the following content.  Please 
check the box if each item on the following list interests you, or leave it blank if it doesn’t.  

[ ] Risk analysis

[ ] Threat assessment

[ ] Context analysis

[ ] Actors’ analysis

[ ] Digital protection (basic level)

[ ] Well-being

[ ] Creating protection plans for different risks

[ ] Creating personal protection plans

[ ] Creating organisation protection plans
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C: RISKS/THREATS:

Do you face the following: Not Sure Low
Risk

Medium
Risk

High
Risk

1. Theft (phones, money, documents)

2. Office or home break-ins / raids / attacks

3. De-registration of organisation

4. Administrative measures

5. Threats  

6. Surveillance  

7. Defamation/insults 

8. Physical attacks

9. Working in conflict area  

10. Psychological stress 

11. Arrest

12. Imprisonment

13. Abduction

14. Other/s

D: DIGITAL PROTECTION

What would be most important digital protection tactics and skills for you to learn?

Rate below options putting unique number beside each from 8 – most important until 1 - least 
important:

[ ] basic digital protection of your computer and phone
[ ] protecting accounts (passwords, 2-factor authentication)
[ ] encrypting and hiding information and files
[ ] sharing files and co-editing documents remotely
[ ] secure browsing, protection of your identity
[ ] voice and text instant communications
[ ] secure email
[ ] social networking best technical practices
[ ] Other digital protection topics you would like to learn:

Thanks for completing this form – it will be really useful! 

Facilitator


